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NIST-171 Compliance

CUI?????

We will leave time  to answer questions. 
____________________________________________________________________________________________________________ 
Return this form to: admin@mfaca.org Or phone (818) 238-9590 Or fax (818) 238- 9592 or register online at mfaca.org Webinar information  and 

zoom link will be emailed to you. Please include email addresses for attendees. There is no charge for association members.

Company: _________________________________________          Phone Number: ______________________________ 

Name: ____________________________________________        E-mail: _____________________________________ 

Name: ____________________________________________        E-mail: _____________________________________ 

Name: ____________________________________________        E-mail: _____________________________________ 

What is CUI? 
(Controlled Un-Classified Information)

CUI is government created or owned information that requires safeguarding or dissemination controls consistent with applicable laws, regulations, and 
government wide policies.  CUI is not classified information. It is not corporate intellectual property unless created for or included in requirements 
related to a government contract.

Members of MFACA have expressed concern and confusion related to handling of CUI. to be eligible for work on Federal contracts.  These 
requirements will have a significant impact on the way business is done, but there is time to implement these changes.

The Major points are:

Self-Assessment – Due or Overdue 
System Security Plan – (POAM) 
System Changes 
Documentation 
Policies and Procedures 
Training
CMMC Level 1 - 3 Overview 

MFACA is in conversations with suppliers and others to prepare detailed guidance for our membership which will be provided within the next few weeks.  

We recommend that you do not spend any money, nor hire any consulting until we provide this information.

The only urgency related to these requirements is a self-assessment followed by a Plan of Action with Milestones (POAM).  Neither of these require any 
expenditures.  If you do not know how to prepare these, we will provide instructions and help.

Why go it alone?

WARNING:  Be very careful about sharing any information about the state of you cyber security with anyone.  You should treat this information like a 
Social Security Number or Credit Card information.
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